**LAB: IAM (Identity and Access Management)**

Tasks:

1. Launch an EC2 instance in AWS.
2. Create an AWS management console user and map an admin policy to that user.
   1. Login as above IAM user into aws management console and verify you can access above EC2 instance.
3. Create 2 additional users without mapped policies.
4. Create a group Developers and map the above 2 users to Developer group.
5. Attach EC2readonlyaccess to developer group.
6. Login as a developer and confirm read only access.
7. Create an IAM role and attach to above EC2 instance.